
EXHIBIT B NIMS Compliance Form

RECOMMENDED: RECOMMENDED continued:

RECOMMENDED:
Community Adoption: Adopt NIMS at the community level 
for all government departments and/or agencies; as well as 
promote and encourage NIMS adoption by associations, 
utilities, non-governmental organizations (NGOs), and 
private sector incident management and response 
organizations.

Implementation plans exists at agency level that 
identifies the appropriate personnel to complete 
the below listed NIMS training requirements.

Revise and update plans and SOPs to incorporate NIMS 
components, principles and policies, to include planning, 
training, response, exercises, equipment, evaluation, and 
corrective actions.

Incident Command System (ICS): Manage all emergency 
incidents and preplanned (recurring/special) events in 
accordance with ICS organizational structures, doctrine, 
and procedures, as defined in NIMS. ICS implementation 
must include the consistent application of Incident Action 
Planning and Common Communications Plans.
Public Information System: Implement processes, 
procedures, and/or plans to communicate timely, accurate 
information to the public during an incident through a Joint 
Information System and Joint Information Center.
Preparedness/Planning: Establish the community’s NIMS 
baseline against the FY2008 and FY2009 implementation 
requirements. 
Develop and implement a system to coordinate all federal 
preparedness funding to implement the NIMS across the 
community.

This NIMS Compliance Form is OPTIONAL for Non-Governmental Agencies
Non-Governmental Subrecipients are not required to meet National Incident Management System (NIMS) compliance 
requirements.  For additional guidance on NIMS training, please refer to http://www.training.fema.gov/nims.  All emergency 
preparedness, response, and/or security personnel in the state agencies, tribes, and local governments participating in the 
development, implementation, and/or operation of resources and/or activities awarded through this grant are compelled to 
complete training programs consistent with the NIMS National Standard Curriculum Development Guide.  Minimum training 
includes ICS-100 and IS-700. The Subrecipient agrees to comply with the NIMS compliance requirements and to evidence 
compliance by completing and returning to the Georgia Emergency Management and Homeland Security Agency this NIMS 
Compliance Form, Exhibit “B” to this agreement. 
Please check the box next to each action that the Subgrantee has completed.   
Additional NIMS guidance can be found at http://www.fema.gov/national-incident-management-system. 

IS-700 (NIMS) An Introduction 

ICS-100: Introduction to the Incident Command System

Agency

Authorized Signature Date

Incorporate NIMS/ICS into all tribal, local, and 
regional training and exercises.

Participate in an all-hazard exercise program 
based on NIMS that involves responders from 

Incorporate corrective actions into preparedness 

Inventory community response assets to conform 

To the extent permissible by law, ensure that 
relevant national standards and guidance to 
achieve equipment, communication, and data 
interoperability are incorporated into tribal and 

Apply standardized and consistent 
terminology, including the establishment of 
plain English communications standards 

IS-800 National Response Framework,
An Introduction

ICS-200 ICS for Single Resources and 
Intial Action Incidents

ICS-300 Intermediate ICS for 
Expanding Incidents

ICS-400 Advanced ICS for Command 
and General Staff

IS-701 NIMS Mutliagency Coordination 
Systems (MACS) 

IS-702 NIMS Public Information Systems 

IS-703 NIMS Resource Management
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